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Introduction

Designated “Owners” of an application within the MyApps portal may provide access to guest users who are
external to SCSU. If you are unsure of who owns an application, please contact the Help Desk at 203-392-5123
or helpdesk@southernct.edu.

Granting Guest Access
1. To grant guest access to an application within the MyApps portal, the SCSU user that is designated as
the owner of the app should begin by signing into MyApps with their full SCSU email address and
password.

Q) Sign-in options

2. Select the downward arrow next to “My Apps” on the top, left menu bar and select “My Groups”.
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3. Here, you will see which groups you are a designated owner of, and which groups you are a member
of. Select the group you wish to add a user to from those listed below “Groups | own”.
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4. Select the “+” symbol in the upper, right-hand corner.
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5. Enter the full email address of the user you wish to add. This may internal to SCSU, or an external
guest user. Select the email address to confirm.
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6. Enter a welcome message to your guest user if you wish, and select “Add”. This will generate an
invitation email, sent to the guest to join.
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Guest Access Account Set Up
1. Once the guest receives the invitation email, the email should be opened and the guest will select

“Accept invitation”.
If the guest has been granted access to the MyApps portal previously, they may not receive an
invitation email, and they may proceed to the next section: “Guest Sign In”.
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Wargo, Lindsay M. invited you to access applications within their

organization Inbox x
&
® Microsoft Invitations on behalf of Southern Connecticut State University <invites@microso
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O Please only act on this email if you trust the individual and organization represented below. In rare cases, individuals
may receive fraudulent invitations from bad actors posing as legitimate companies. If you were not expecting this

invitation, proceed with caution

Sender: Wargo, Lindsay M. (wargol1@southernct.edu)
Organization: Southern Connecticut State University
Domain: southernct.edu

If you accept this invitation, you'll be sent to hitps://myapps. microsoft. com/?tenantld=58736863-d60e-40ce-95¢6-
0723c7eaaf67&login_hint=otus owl.documentation@gmail.com
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2. After selecting “Accept invitation” they will be prompted to verify their email by having a code sent to
the email account. Select “Send code”.

Connectiout

SU Sease Universiey

'\k suthern
SO

otus.owl.documentation@gmail.com
Sign in

We'll send a code to
otus.owl.documentation@gmail.com to sign you in.
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3. Retrieve and enter the code, then select “Sign in”.

otus.owl.documentation@gmail.com

Enter code

We just sent a code to
otus.owl.documentation@gmail.com

Enter code
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4. Review the terms of accessing the organization and select “Accept” to proceed.

otus.owl.documentation@gmail.com

Permission requested
by:

g Southern Connecticut State University
southernct.edu

By accepting, you allow this organization to:

v Receive your profile data *

Your profile data means your name, emall address, and
photo

v Collect and log your activity

Your activity data means your access, usage, and content
assoclated with their apps and resources

v Use your profile data and activity data

This data may be used with your access and use of their
apps and resources, as well as to create, control, and
administer an account according to their policies

You should only accept if you trust Southern Connecticut State
University. nC State U, y has not
provided a link to their privacy statement for you to review.
You can update these permissions at
https://myaccount.microsoft.com/organizations

earn More

This resource is not shared by Microsoft.
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5. The guest will then be brought into the MyApps portal, with their accessible apps shown.

Guest First-Time Sign In

1. Tosign into the MyApps portal, go to: myapps.southernct.edu
2. Select “Sign-in options”.
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http://myapps.southernct.edu/

Select “Sign in to an organization”.
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Sign-in options

Sign in with Windows Hello or a security

~, key
0 Choose this only if you have enabled Windows
Hello or a security key for your account

Sign in with GitHub
Personal accounts only

Sign in to an organization
Search for a company or an organization you're
working with.

Enter the domain: southernct.edu
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Find your organization

Enter the domain name of the organization you'd
like to sign in to.

southernct.edu|

Enter the guest’s email address.

Sign in

otus.owl.documentation@gmail.com|
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6. A code will be sent to the guest’s email account. Retrieve the code and enter here.
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Enter code

We just sent a code to
otus.owl.documentation@gmail.com

7. The guest will be prompted to set up Multifactor Authentication (MFA). Select “Next”.
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More information required

Your organization needs more information to keep

your account secure




8. The Microsoft Authenticator App, or authenticating with a cell phone number, may be used.
a. To authenticate with the Microsoft Authenticator App, select “Next” and proceed to follow the
prompts until set up is complete.
b. To authenticate with a cell phone number instead, select “I want to set up a different method”
and select “Phone” from the “Choose a method” drop-down menu.

Keep your account secure

ur organization requires you to set up the rollowing methods of proving who you are

Microsoft Authenticator
6 Start by getting the app

tall the Microsoft Authenticator app on your device

want to set up a different method

9. Once MFA set up is complete, future sign ins will solely require this chosen method after entering the
guest email address.

Application Access outside of MyApps

Setting up guest access to the MyApps portal is the first step in providing access to an application. In certain

circumstances, an account must also be created for the user within this end-point application itself, using the
same email address and is used for MyApps. The application administrator should be aware of how to do so,
or should contact that platform’s support team for assistance.
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